
BECOME A BUG
BOUNTY HUNTER

DHIRAJ KUMAR LIVE.NATIVEVA.COM BATCH:  MAY 1 - 30 ( 2025 )
INSTRUCTOR :- 

IN தமி� 
LIVE CLASSES

BATCH 1

Master The Art of Bug Bounty Hunting



Introduction To Bug Bounty Hunting

Web Application Fundamentals & Configurations

Understanding of Kali Linux Fundamentals

Information Disclosure vulnerabilities

Broken Access Control Vulnerabilities

Path / Directory Traversal Vulnerabilities

CSRF - Cross-Site Request Forgery

OAUTH 2.0 Vulnerabilities

Injection Vulnerabilities

OS Command Injection
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Why Learn With
Nativeva

Interactive Learning: Engage in real-time discussions, problem-solving,
and collaborative projects with expert instructors and fellow learners.
Practical Skills: Gain hands-on experience and practical skills with a
curriculum designed to make you best Bug Hunter 

LIVE  CLASS  SYLLABUS
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XSS - Cross Site Scripting

DOM XSS Vulnerabilities

XSS - Bypassing Security

Bypassing Content Security Policy (CSP)

SQL Injection Vulnerabilities

Blind SQL Injections

Time-Based Blind SQL Injection

SSRF (Server-Side Request Forgery)

SSRF - Advanced Exploitation

SSRF - Bypassing Security

Blind SSRF Vulnerabilities

XXE (XML External Entity) Injection

Introduction to Bug Bounty Platforms & POC

Open Bug Bounty Programs

Bonus Classes 

Ready To Become a Professional Bug Bounty Hunter



KEY FEATURES OF
NATIVEVA:

LIVE.NATIVEVA.COM

DURATION : 1 MONTH 

PRICE: 1,500
SPLIT PAYMENT AVAILABLE

INTIAL PAYMENT 500 ONLY

Industry Expert
100% Practical
Real Time Bug Hunting
Hackathons
EMI Option Available
Ask-me-Anything Sessions
Resume Building
Career Guidance
Job Placement Assistance
LMS Access ( Lifetime Access )
Physical Certificate

+91 9361387478
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REGISTER NOW


